12 Steps to Cybersecurity: A Guide for Law Firms

Brian Focht
Whether you admit it or not, your law firm is vulnerable. While 79% of respondents in a 2014 law firm cybersecurity survey ranked cybersecurity as one of their top 10 risks, fewer than 28% had actually assessed the cost of a data breach.¹ Your files contain valuable confidential information—confidential client information, birthdates, credit card numbers, Social Security numbers, all nicely organized and easy to access.

Hackers are wising up to the wealth of data available from most law firms.³ They know how to find that valuable information and how to get it. They also know that most law firms don’t appreciate the threat that cyber attacks present, and are vulnerable. In fact, Cisco ranked legal as the seventh most vulnerable industry in their annual security report.

A successful cyber attack exposes you to financial liability,¹ can ruin your reputation,⁵ and put your law license in jeopardy. It’s a modern day fact of life: you’re vulnerable—but exactly how vulnerable is up to you.

You can never completely eliminate the risk posed by cybersecurity threats, but by implementing a cybersecurity policy, you can significantly reduce it.⁶ However, it can’t be just any policy. The right cybersecurity policy isn’t one-size-fits-all, but rather one that is designed to accommodate your law firm’s unique character and circumstances.

Creating such a policy isn’t easy without help. That’s why we’ve developed a comprehensive 12 Step Checklist in conjunction with Brian Focht, The Cyber Advocate, for creating the right cybersecurity policy for your law firm.
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Step 1: Identify Your IT Manager

Identifying and empowering an IT manager is critical to the success of your cybersecurity policy. Your IT manager needs to be an expert—not an unpaid intern. Whether internal or a third-party contractor, this person must be an experienced and knowledgeable IT professional.

Your IT manager also needs oversight. Determine specifically where the role fits within your organization. Your IT manager runs your cybersecurity based on your direction and policies, not their own whims, preferences, or personal beliefs. Oversight cannot be nominal—rather, it must be active and respected. The supervision is not there because you want to dictate to your IT manager, or because of a lack of trust. The supervision is there because it's necessary.

(The option for an internal IT professional is a more likely option for medium and large law firms. Solo and small firms will need to rely on third-party vendors or outsourced IT. Fortunately, the role of IT manager is not a full-time position in most small firms.)

---
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Your IT manager will have several responsibilities, including:

1. **Enforce your cybersecurity policy** – Implement, administer and enforce your cybersecurity policy.

2. **Conduct regularly scheduled Cybersecurity audits** – Ensure compliance with your cybersecurity policy and test its effectiveness.

3. **Install and maintain security software** – Research and recommend security and anti-virus systems (including email and web filters); install and update the systems your law firm uses.

4. **Establish and implement a system for operating system and software updates** – Whether through regularly scheduled updates or through automation, ensure that all operating system and software updates are installed, especially critical security updates.

5. **Application Whitelisting**11 (Optional) – Reduce your potential vulnerability to cyber attacks by limiting software and apps your employees are allowed to use to those designated by your IT manager. Bear in mind, though, that Whitelisting isn’t without costs and trade-offs:
   - Attorneys and staff may find Whitelisting to be restrictive;
   - May delay use of new programs and apps; and
   - A poorly implemented Whitelisting program may reduce morale and compliance.

In my opinion, if you use Whitelisting, only use it for major types of programs and applications, such as cloud storage, law practice management systems, and file transfer programs.

---


**Make sure it fits your law firm:**

Your IT manager is a part of your law firm. They must be able to work with your attorneys, and staff. The prototypical cranky IT guy who gets annoyed by the complaints of other company employees need not apply. Your IT manager is a part of your team—any conflicts will prevent your IT manager from being effective.
Step 2: Create a Data Classification Framework

This is a fancy way of saying ‘organize your data based on how valuable it is.’ There are two parts to your framework: 1) General Classification and 2) Confidential Classification. Your cybersecurity policy is going to depend a lot on knowing what you’re keeping safe.

1 General Classification

The first part involves categorizing all of your data into one of three categories: 12

**General Use Data:** information that is generally available or made available to the public, such as information published on your law firm website and included in public releases or disclosures.

**Internal Use Data:** non-confidential information that is unavailable to the public without prior authorization, such as internal communications. This category includes information that, if released publicly, may cause embarrassment, but would otherwise only cause minimal harm.

**Confidential Data:** information that you have a legal obligation to keep private.
2 Confidential Classification

The second part involves information you’ve classified as Confidential Data. Create sub-categories within the Confidential Data category based on the nature of your legal obligation to protect the data. For example, I group my data as follows:

- Information subject to protection under specific government statutes or regulations, such as medical records protected under HIPPA\(^\text{13}\) or financial information protected by the IRS\(^\text{14}\);

- Commercially sensitive information, such as trade secrets, future business plans, or negotiation strategies;

- Information you are contractually obligated to protect, such as information subject to your cyber insurance policy or a particular client agreement; and

- Confidential information not subject to any specific protection system outlined above.

Tip

You may also want to determine whether access to certain information will be restricted. If you do, make sure that the restrictions are appropriate, that the right people have access, and that they understand the importance of keeping login credentials secret.


13 See e.g. 45 C.F.R. §§ 164.302-164.318 (2015).


Step 3: Encrypt Your Data

Data encryption is no longer a 'nice to have' for law firms. For reasons passing understanding, there are a lot of people out there (not just law firms) who don't encrypt their data. If you follow every step of this checklist, but refuse to encrypt your data, your cybersecurity policy will be ineffective and your data will still be at risk.

Encryption methods and practices vary, however, based on your data's location:

---


---

Data at Rest

Where do you save your data? Whether on your mobile device, in your server, or stored in a cloud storage system, data at rest ALWAYS needs to be secure. As far as data you entrust to third parties, the security will be largely based on the third-party’s terms of service (discussed below).

On the other hand, for the data you save on your server, office computers, or mobile devices, that data needs to be encrypted. Your cybersecurity policy needs to address both the location of your data storage and how the data is to be encrypted when at rest.
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Data in Transit

How does your data get from one person to another? When your data is “in transit” is when your data is most vulnerable.19 Whenever you’re sending confidential data from one place or person to another, it needs to be encrypted from the moment you send it to the moment they receive it. This type of security is called “end-to-end encryption.”20

One way to transmit confidential data is through a secure portal21 such as Clio Connect.22 Numerous email, file sharing and messaging services23 also provide end-to-end encryption. Even if someone intercepts your data in transit, they will still have to crack your encryption in order to read it.

Data in Use

The only time your data should be unencrypted is when it’s being used. Once no longer in use, your data should be encrypted immediately, regardless of any minor inconveniences that may result. Do not allow your confidential data to be used and saved unencrypted (e.g. saving an important document as a Word file on your desktop) simply because it’s easier for the user at the time.

Remember: The data of 80 million people stolen in the Anthem hack was not encrypted,24 for the sake of convenience.25

Make sure it fits your law firm:

Your data encryption policy will need to walk the extremely fine line between useful and secure. Never sacrifice security simply for the sake of convenience.26 However, if your encryption inhibits your ability to function efficiently, it’s probably time to reexamine your encryption policy.

22 For more information on Clio Connect, visit https://support.goclio.com/he/en-us/sections/200598534-Clio-Connect-for-the-Firm.
Step 4: Require Strong Passwords

This step has two parts. The first should be obvious: require passwords. Any computer, laptop, device, app, or software system that interfaces with your client data must be password protected. MUST.

The second part: the passwords need to be strong.

This will not be easy. For most people, passwords are the annoying aspect of cybersecurity they deal with every day – any inconvenience is amplified.

The result: we don’t use secure passwords. They’re too short, only contain letters, and are easily remembered. We use the same one over and over across multiple sites. Worse, they’re easily guessed by any hacker who accesses our Facebook page.

A “strong” password is:

1. At least 8 characters (although many experts recommend 12);
2. A combination of character types (at least one lower case letter, one upper case letter, one number and one symbol; newer password systems also recognize spaces);
3. NOT a common word or phrase; and
4. Changed regularly.
Your cybersecurity policy should require strong passwords. They really are better, providing considerably more security\(^{32}\) for your data. I strongly recommend using a password storage system\(^{33}\) like 1Password (which conveniently integrates with Clio).\(^{34}\) In addition to storing various passwords, these systems can be set to generate strong passwords for you to use.

**Tip**

Also consider implementing multi-factor authentication where available.\(^{35}\) Multi-factor authentication is a means of sending user verification messages when your accounts are accessed from a new device, and are offered by many services you currently use, like Clio\(^{36}\) or Gmail.\(^{37}\) These tools offer multi-factor authentication for little or no cost.

---

**Make sure it fits your law firm:**

Passwords are pretty much universally hated, so expect resistance. Remember, regardless the security benefits, you're making your employees' day less convenient. Like anything, if the system is too difficult or inconvenient, people will find ways around it.

Also remember that people use passwords in many parts of their daily lives, so beware the unintended consequences\(^{38}\) of your policy. The more complex a password has to be, the harder it is to remember. As a result, your employees may be more likely to use a password they already use (for many, many logins). Require everyone to change their passwords frequently. People will inevitably use the easiest password to remember (like “0000” then “1111” then “2222,” etc. on a mobile device), or write them somewhere that other people have easy access to. Ensure that the consequences of this are clearly explained, and make it firm policy to use a password manager.

---


34 For more information about 1Password, visit https://agilebits.com/onepassword.


38 For more information on Gmail’s multi-factor authentication options, visit https://www.google.com/landing/2step/.

Step 5: Implement a BYOD Policy

We live in the era of the mobile device. Your attorneys and staff likely use their own devices for work, bringing with them a host of benefits and potential risks. No cybersecurity policy is adequate without addressing Bring Your Own Device (“BYOD”). Your BYOD policy must address the following issues:

- **Passwords** – They’re required. Period.
- **Data encryption** – Every device must be able to encrypt data, and encryption must be active (see Step 3).
- **App Whitelisting** *(Optional)* – Allowing only certain apps for business use.
- **Mobile Device Management/Security Apps** *(Optional)* – At a minimum, your BYOD policy should require use of basic security tools like Find My iPhone or Android Device Manager. Additional security and management apps that allow remote locking and wiping of confidential information are useful, but can be seen as intrusive.

![Download a BYOD Policy Template](CLIO.COM)

Make sure it fits your law firm:

People are quite attached to their personal devices, and studies indicate that people prefer using their personal devices for work over a “company phone.” However, an oppressive BYOD policy will quickly remind them that you are treating their personal devices like company property.

Draft your BYOD policy with your employees in mind, respect their privacy and seek their input. Remember, they’re using a device they paid for to the benefit of your business.

---

41 See generally, Brian Focht, Awareness is the Key Ingredient for a Successful BYOD Policy, THE CYBER ADVOC. (Oct. 2, 2014), http://www.thecyberadvocate.com/2014/10/02/awareness-key-byod-policy/.
42 For more information about Find My iPhone, visit https://www.apple.com/icloud/find-my-iphone.html.
43 For more information about Android Device Manager, visit https://www.google.com/android/devicemanager.
46 See Webroot BYOD Report at 4, supra note 44.
Step 6: Create (and Regularly Update) a Network Map

You can’t protect your data unless you know who has access to it. An efficient way for your IT manager to track access is an up-to-date network map.48

A network map is a visual representation of all the people and devices that have access to your network. All devices, including their IP address and other identifying information, are listed and linked to an authorized user. The view gives your IT manager a quick glance overview of your network, and its interconnected relationships.49

The network map itself includes all employees, attorneys, and third-party vendors. It should reflect any restricted access, as well as all third-party connections (e.g. including cloud storage vendors, IT contractors, and your accounting/practice management companies).

An updated network map has two primary purposes:

First, it allows your IT manager to ensure each connected computer or device has the proper updates and to fix security vulnerabilities. In the event of a data breach, you will be in a better position to identify the source of the breach.

Second, it highlights vulnerabilities caused by expansion and modifications of your network. Frequently, when new network connections are added, existing cybersecurity protocols do not entirely protect the new connection. By keeping the network map updated, your IT manager can minimize any associated vulnerabilities.

Make sure it fits your law firm:

While the network map is important, it is important that you do not use the maintenance of the map as justification for being inflexible. Your network map should reflect the current status of your law firm, but cannot serve as a gatekeeper for change.

---


Step 7: Audit Your Third-Party Contracts

Your employees aren’t the only people with access to your network. Every third-party vendor who connects to your network is a potential vulnerability, unless managed properly.50

Although some vendors who deal exclusively with attorneys understand the unique privacy issues lawyers deal with, most won’t take it into consideration by default.51 That’s because most vendors do not deal exclusively with lawyers, particularly cloud storage and IT vendors.

You trust your vendors with information that you are legally bound to protect. Under the Model Rules of Professional Conduct, you’re required to ensure the information remains protected52 by your vendor. Your vendor’s Terms of Service need to answer the following questions53:

- Who has access to your data?
  - Does every one of your vendor’s employees have access? Just a few?
  - How does your vendor record attempts to access your data?
  - Must meet same ethical standards applied to your law firm!

- How can you retrieve data from your vendor…
  - If you terminate your contract with the vendor?
  - If your vendor goes out of business?
  - In the event of a break in continuous service?

- Will the vendor return or destroy all data on demand?
  - Will they guarantee it’s in a universal format?

- How do they keep your data secure?
  - What types of encryption and firewalls do they use?
  - What duty do they have to notify you in event of a breach?
  - Who will be liable for any damages suffered by your client?

- What is their data backup system/policy?

Download a Vendor Audit Checklist
Make sure it fits your law firm:

Relationships matter. It’s likely that many of your vendors have been working with your law firm for quite some time. You and your staff are familiar and comfortable with your vendors.

If a vendor has provided excellent service, but cannot meet your requirements for handling confidential information right now, it doesn’t mean they’ll never be able to. Informing them of your specific needs might encourage them to improve. Until they do, however, you have a legal and ethical responsibility to take your business elsewhere.

You will also likely have to ask questions based on your state’s ethical rules. For example, can you obtain a complete copy of any client’s information in the event you haven’t paid your bill?

Fortunately, many vendors understand that lawyers’ needs are a bit different than the norm. Vendors will often allow you to negotiate parts of their Terms of Service. However, do not compromise. If a vendor is unable or unwilling to modify their terms to meet your needs, don’t use them.

<table>
<thead>
<tr>
<th>of the biggest 100 LAW FIRMS</th>
</tr>
</thead>
<tbody>
<tr>
<td>have had some sort of BREACH</td>
</tr>
</tbody>
</table>

80% AT LEAST

---


53 Straight, supra note 27.


Step 8: Establish a Data Backup System

If your local server was hacked and you lost everything stored there, what would you do?

Your cybersecurity policy needs to provide for recovery from a cyber attack as quickly as possible. Effective recovery requires an efficient and complete backup system. Your IT manager will be responsible for setting up your data backup system by creating a data backup schedule and selecting your data backup locations.

Your Data Backup Schedule

Your data backup schedule determines what information is captured by your backup, and how frequently. The more frequent the backup process, the better – but it can be a drain on computer resources. All employees should know where to save data and business information in order to be captured by your regular backups. Important, unencrypted data should never be saved to a computer desktop or mobile device without approval from the IT manager.

Tip

Setting up a data backup system is also an ideal opportunity to make sure your data retention/destruction policy is up to date as well.

Your Data Backup Location

Just as important as what data is backed up is where your data is backed up. Redundancy is the goal: your firm requires data to be backed up in multiple ways and in multiple locations. Your IT manager will be responsible for setting up your data backup system by creating a data backup schedule and selecting your data backup locations.

Make sure it fits your law firm:

Different law firms generate and store information in different ways. Make sure that your backups capture all of the valuable information you generate. Everyone needs to keep data in a location that the backup system will capture.

Getting hacked can result of theft or destruction of valuable information. Being unable to recreate the information due to insufficient backup system compounds the damage!

---


61 For a list of cloud storage options compiled by the ABA, visit http://www.americanbar.org/publications/law_practice_magazine/2011/september_october/popular_cloud_computing_services_for_lawyers.html.

Step 9: Ensure The Physical Security of Systems and Facilities

Physical security is a huge, yet underappreciated component of cybersecurity. Your network is only as secure as your office. And I’m not just talking about direct access to your server, either.

Information routinely used by hackers can be obtained frequently just by looking around someone’s desk. Passwords, social engineering information, your staff’s personal information – all sit prominently on display.

Your cybersecurity policy needs to include an assessment of your office’s physical security. Threats can generally be grouped into three categories:

1. **Environmental Threats** (such as fire, flood, hurricane),
2. **Human Threats** (such as direct access to servers, ease of entry), and
3. **Supply System Threats** (such as a power outage).

Make sure you have a physical security program in place that addresses these threats. In addition, secure any lists of passwords or company employees. Encourage your employees to secure anything containing personal information when they leave their workspace and NEVER leave login credentials and passwords out in the open.

**Make sure it fits your law firm:**

While you need to make sure that your data is safe from physical threats, you also don’t want your office to feel like a police state. As with everything else on this list, you need to tailor your security to both the needs and the resources of your law firm.

---

63 See Larry Port, Cloud v. On-Premise Security, LAW TECH. TODAY (March 3, 2015), http://www.lawtechnologytoday.org/2015/03/cloud-v-on-premise-security/ (discussing the importance of physical security to any cybersecurity system).
65 Cybersecurity and the Duty of Care, supra note 9.
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Step 10: Provide Meaningful Education & Training

Reluctance to embrace cybersecurity policies and procedures can often be tied to a poor understanding of the importance of security policies and the consequences of getting hacked. Most cybersecurity training adequately teaches people the “how.” However, it fails because it routinely ignores the “why.”

Awareness is the Key

One of the most critical elements of cybersecurity is awareness. Your attorneys and staff need to think of cybersecurity as more than just an inconvenience. They need to understand that a successful cyber attack could shut down your law firm. They also need to realize how critical they really are to preventing an attack.

Make sure they’re aware of the threat, and aware of their significant role in detecting those threats.

Take Training Seriously

That’s where training comes in. Set up a schedule for mandatory cybersecurity training. Then make the training two things no legal training session has ever been: interesting and useful.

Educate your staff about the importance of recognizing and reporting threats, both the “how” and the “why.” Include examples of social engineering and email phishing attacks. Explain the importance of reporting suspicious incidents to the IT manager. Demonstrate the importance of each part of your cybersecurity policy using real life examples. Training needs to reinforce the concept that everyone is a stakeholder in cybersecurity.

Make sure it fits your law firm:

Training must be taken seriously by everyone in your law firm, particularly those at the top. If your staff sees senior attorneys routinely skipping training sessions, it conveys that the training isn’t truly important.

So get everyone there. Offer food. Really, free lunch might be the single best way to get attorneys to attend anything. Training is incredibly important. Do whatever you have to do in order to ensure that your attorneys and staff take it seriously.

---

68 Burton, supra note 2.
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70 See Focht, supra note 41.
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75 No citation necessary. This statement is verifiable fact.
Step 11: Schedule Cybersecurity Audits

One of your IT manager’s primary responsibilities is regularly testing your cybersecurity. These tests, cybersecurity audits, evaluate compliance with and effectiveness of your cybersecurity policy. Your IT Manager should perform both regularly scheduled and random audits.

Evaluate Compliance

The first component of a cybersecurity audit involves evaluating compliance with your cybersecurity policy. Your company’s systems and software should be inspected regularly to ensure that all appropriate security measures are in place and properly updated. Make sure security updates are installed and that anti-virus systems and email filters are functioning properly.

Evaluate Effectiveness

The second component of your cybersecurity audit evaluates the effectiveness of your cybersecurity through simulated cyber attacks. Your IT manager will simulate elements of different cyber attacks, including social engineering and phishing attacks on attorneys and staff, to test vigilance and awareness.

Your IT manager will also look for vulnerabilities in your security using penetration testing. A Penetration Test (or a "Pen-Test") basically involves trying to hack into your own network. Simulating commonly used cyber attack techniques, a Pen-Test will let you know where the vulnerabilities exist in your network.

Evaluate Your Cybersecurity Policy

Don’t forget to perform regular audits of your cybersecurity policy itself. Update your policy where necessary to incorporate new information and modify parts not working well. Keep an open mind and always look for things you can improve.

Make sure it fits your law firm:

There can be a fine line between testing an employee’s vigilance and outright harassment. Your IT manager’s job is to enforce the cybersecurity policy. However, you need to make sure that testing your employees doesn’t become a distraction. This is one area where supervision of your IT manager is critical.

---

76 See, e.g., Straight, supra note 27.
78 Howard, supra note 72.
Step 12: Prepare a Response Plan

The reality of cybersecurity is that you can hope for the best, but you need to prepare for the worst. What if the worst happens? What will you do if your security, no matter how strong, isn’t enough? Your cybersecurity policy must include directions for preparing a response plan.

Your response plans should answer the following questions:

1. Who will be notified?
   - All clients?
   - Only clients whose information may have been accessed?
   - Only clients whose information you confirm have been accessed or stolen?

2. What is your notification timeframe?
   - Do you rely on the maximum time allowed by law (30 or 60 days in most cases)?
   - Do you decide on a case-by-case basis?

3. What documentation must be kept regarding the breach?
   - The minimum required by law?
   - The minimum necessary to present to an ethics committee?
   - Should you keep different documents based on the clients affected?
   - Does your cybersecurity Insurance have certain requirements?

4. Who is authorized to speak about the breach?
   - To clients?
   - To law enforcement?
   - To the press?

5. Who is authorized to make critical decisions?
   - About the investigation?
   - About retaining documents?
   - To authorize the IT manager to proceed through steps to restore systems?
   - What if the one person you’ve designated is unavailable?

Tip

I strongly recommend creating a separate response plan for each type of confidential data identified in Step 2. One reason response plans fail is because they don’t provide clear, specific instructions. Separate response plans let you address steps not applicable to other types of data.
Plan appropriately for the situation. Prepare for a situation when your major decision makers may be unavailable. Your IT manager should know who is next in the chain of command.

Too often, response plans fail due to poor design or poor implementation. So coordinate the response plan across your business, and keep your response plan up-to-date.

**Make sure it fits your law firm:**
Understanding your law firm’s internal dynamics is critical to creating appropriate response plans. Internal lines of communication, clear objectives, and a thorough awareness on the part of your staff should be your primary concern.

**BONUS TIP: WRITE IT DOWN AND ENFORCE IT!**
You could follow these steps to a proverbial “T,” but you’re just wasting your time if you don’t write it down and properly enforce it.

**A Written Cybersecurity Policy…**
Put your cybersecurity policy in writing, so that you and your employees can read it. Writing it down gives you the opportunity to review it as a whole. Is it reasonable? Is it understandable?

**… That Applies To Everyone!**
Then, empower your IT manager to enforce it. Universally.

There can be no exceptions for anyone at your law firm, especially for those at the top. Exceptions indicate that you don’t really take cybersecurity seriously. Moreover, they can actually make you more vulnerable. Your cybersecurity policy isn’t just important – it’s critical. Don’t do anything to jeopardize it!

---


82  See, e.g., Burton, supra note 2.